
PRIVACY NOTICE 
ECSEL Joint Undertaking, the Data Controller, its service providers, and suppliers 
("we", "us", "our") are committed to protecting and respecting your privacy. 

“Personal data” means any information relating to an identified or identifiable person. 

This notice provides you with information about: 

• how we use your data; 
• what personal data we collect; 
• who we provide your personal data to; and 
• your legal rights relating to your personal data. 

Who's who 
When this privacy notice uses the terms "participant", "you", or "your" we mean 
people using the registration page. 

If you have any questions or concerns at any time, please contact us at the e-mail 
address: DPO@ecsel.europa.eu. 

How do we use your data? 
We use your data: 

• to understand who is attending the event; 
• to meet your needs at the event; 
• to verify your identity; 
• to send you announcements about the event; 
• to better understand your needs and how you engaged with the elements of 

the event; 
• to enable us to manage customer service interactions with you; and 
• where we have a legal right or duty to use or disclose your information (for 

example in relation to an investigation by a public authority or in a legal 
dispute). 

What information do we collect from you? 
1) ECSEL JU is collecting the following information 

• First and Last name; 
• Contact details, including email address and phone number; 
• Position and company 

2) Romanian Presidency of the Council of the European Union is collecting 
further information for the purpose of granting you access to the building of 
the Palace of Parliament in Bucharest, Romania. 



• Title 
• First and Last Name 
• Contact details, including email address and phone number; 
• Company 
• Date of Birth 
• Gender 
• Country 
• Citizenship as in the travel document 
• ID Document Type 
• ID Document Number 
• ID Document Date of Expiry 
• Arrival and Departure date & time 
• Arrival and Departure means of transport 
• Arrival and Departure transport number 
• Copy of ID document 
• Photo 

Why do we collect this information? 
We collect and use your personal data to allow your participation in the ECSEL JU 
Symposium 2019. 

Our legitimate interests 

The normal legal basis for processing participant data, is that it is necessary for our 
legitimate interests, including: 

• identifying the participants at our event 
• managing access to our event and online services 
• promoting, marketing and advertising our events if explicit consent is given; 

Who might we share your information with? 
Our service providers and suppliers 

In order to make certain services available to you, we may need to share your 
personal data with some of our service partners. These include the Romanian 
Presidency of the European Council and our event organizer. 

We only allow our service providers to handle your personal data when we have 
confirmed that they apply appropriate data protection and security controls. We 
impose contractual obligations on service providers to ensure that they (i) process 
personal data only under our instructions; (ii) assist us in fulfilling our obligations 
under applicable data protection legislation; and (iii) safeguard personal data in 
compliance with applicable data protection legislation. 

Required by law 



We will disclose personal data when we believe that the disclosure is required by 
law, including to comply with a judicial order served on us or when we receive a 
request from law enforcement authorities. We will only disclose personal data to law 
enforcement authorities upon demonstration of lawful authority. 

How long do we keep your information? 
Unless you have given your explicit consent to be kept informed about ECSEL JU 
activities, we will delete your data after the event. If consent was given, the personal 
data will be kept until 31st December 2024, meaning for all duration of ECSEL Joint 
Undertaking as foreseen in Council Regulation 561/2014. 

How do we secure and protect your information? 
We are committed to data security. We protect personal data through integrated 
physical, technological and administrative safeguards. Personal data is protected by 
security safeguards appropriate to the level of sensitivity of the data through (i) 
physical measures, such as secure areas; (ii) technical measures, such as 
encryption and secure servers; and (iii) organizational measures such as access 
policies based on the need-to-know and employee security through vetting and 
supervision. 

However, if a personal data breach has occurred, we will notify you of the breach 
after becoming aware of the breach in accordance with applicable privacy legislation. 

What rights do you have? 
The EU General Data Protection Regulation (GDPR) provides for certain rights with 
respect to your personal data, including: 

• the right to ask what personal data we hold about you at any time and access 
that personal data; 

• the right to object to certain uses of your personal data; 
• the right to ask us to update and correct any out-of-date or incorrect personal 

data that we hold about you free of charge; 
• the right to have your personal data deleted; 
• the right to demand restriction of processing of your personal data; 
• the right to data portability; and 
• the right to revoke consent for uses of your personal data to which you 

previously consented. 

 


